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1. Configuring Internet Explorer

Oracle Banking does not support Microsoft Internet Explorer Beta, Partner Build or a Release Candi- date. It must
be the Final build of Microsoft Internet Explorer. You can view the version information from the Help menu of
Internet Explorer. Select ‘About Internet Explorer’ from the Help menu.

r ™
About Internet Explorer A ﬁ

Internet
Explorer1

|
| Version: 11.0.9600.18792C0
Update Versions: 11.0.46 (KB4036586)
Product ID: 00150-20000-00003- 44459
'EE' [ Install new versions automatically
I 2 2013 Microsoft Corporation. All rights reserved.
I Close

1.1 Configuring Internet Options

In order to run Oracle Banking, you need to configure the internet options as follows:

1. Start Internet Explorer. Go to Tools > Internet Options. The ‘Internet Options’ screen is displayed.



Internet Options ? ot

General Security  Privacy Content Connections Programs Advanced

Select a zone to view or chanage security settings.

0@]@

E Local intranet  Trusted sites  Restricted

sites
Internet =
e This zone is for Internet websites, ——
except those listed in trusted and
restricted zones.
Security level for this zone
Allowed levels for this zone: Medium to High
Medium-high
- Appropriate for most websites
e - Prompts before downloading potentially unsafe
content

- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode (requires restarting Internet Explorer)

Custom level... Default level

Reset all zones to default level

Concel | | aosly

2. Under ‘Security’ tab, select ‘Internet’ and click ‘Custom Level'. The security settings are displayed.



Security Settings - Internet Zone x

Settings

,5;_% ¥PS documents Y
() Disable
(®) Enable
O Prompt

% MET Framework-reliant components

% Permissions for components with manifests
() Disable
(®) High safety

% Run components not signed with Authenticode
() Disable
(®) Enable
O Prompt

% Run compenents signed with Authenticode
() Disable

(®) Enable
[ - T—, W
£ >

*Takes effect after you restart your computer

Reset custom settings

Resetto:  Medium-high (default) v Reset...

—

3. Select ‘Enable’ for all options except for ‘Use Pop-up Blocker’. Click ‘OK’.
4. Repeatthe above steps for the zone ‘Local Intranet’.



|

General | Security |Priuaq' I Content | Connections | Programs | hdvmced|

Select a zone to view or change security settings.

@ & v 0O

Internet Wil \jli=p=q Trusted sites  Restricted
sites

Local intranet

This zone is for all websites that are
found on your intranet,

Security level for this zone
Allowed levels for this zone: Al

Medium-low
- Appropriate for websites on your local network
(intranet)
- Most content will be run without prompting you
- Unsigned ActiveX controls will not be downloaded
- Same as Medium level without prompts

Enable Protected Mode (requires restarting Internet Explorer)

[ Custom level... ]| Default level |

| Reszet all zones to default level |

Lok || concel || ooy |

5. Once you have configured the Internet and Local Intranet options, click ‘Apply.



1.2 Creating Shortcut for Oracle Banking Payments Application
Browser with — no merge Parameter

To create shortcut for Oracle Banking payments application browser, follow the steps given below:

1. Right click on Desktop, mouse over ‘New’ and select ‘Shortcut’.

View
Sort by
Refresh

Paste
Paste shortcut
Undo New Ctrl+2

&3 Intel® Graphics Settings
@) SVN Checkout...
@) TortoiseSVN

|| Folder
& Shortcut

Bitmap image

Contact

@ Microsoft Word Document
Microsoft PowerPoint Presentation
Microsoft Publisher Document
Text Document

Microsoft Excel Worksheet
{E} Compressed (zipped) Folder

[1 Display settings
g Personalize




s Create Shortcut

What item would you like to create a shortcut for?

This wizard helps you to create shortcuts to local or network programs, files, folders, computers, or
Internet addresses,

Type the location of the item:

Browse...

Click Mext to continue.

—

et Cancel

2. Click ‘Browse’ button and select ‘IExplorer.exe’ from its location.

3. To create a shortcut for Oracle Banking payments login page, specify the location of
the item in the following format:

“"Location_of_Internet_Explorer" —nomerge “<Application_URL>"

Eg: "C:\Program Files\Internet Exploreniexplore.exe"—nomerge
“<Application_URL>"

In this case C:\Program Files\Internet Explorer\iexplore.exe is the location of
Internet Explorer.

4. Click ‘Next'.

The following screen is displayed:



7 Create Shortcut

What would you like to name the shortcut?

Type a name for this shortcut:

Oracle Banking Payments Login Page

Click Finish to create the shortcut,

Finish Cancel

5. Specify a name for the shortcut.

6. Click ‘Finish’.




1.3 Setting Compatibility View(IE 11 onwards)

The URL of the Oracle Banking Payments should not be there in the Compatibility View list of the
Internet Explorer. You need to follow the URL from compatibility view list by following the steps below:

1. Start Internet Explorer. Go to Tools > Compatibility View Settings.
2. The following screen is displayed:

- =
Compatibility View Settings o)

L:ﬁ Change Compatibility View Settings

e

Add this website:

Websites you've added to Compatibility View:

10,184, 134,122
aracle.com

|2
i
(=]
m

|| Display intranet sites in Compatibility View
Use Microsoft compatibility lists

Learn more by reading the Internet Explorer privacy statement

Close




3. Under ‘Websites you've added to Compatibility View’, check whether the URL to Oracle
Banking

4. Application s listed or not. If the URL is listed, select it.

5. Click on ‘Remove’ button. The URL will be removed. Further, click ‘Close’ button.

1.4 Clearingthe Cache

This section explains the method of clearing Internet Explorer cache. Follow the steps given below:

1. Start Internet Explorer. Go to Tools > Internet Options. Select ‘General’ tab.

i N

General |Seu.|ri1:y I Privacy I Content | Connections | Programs | Aduanced|

Home page
l < To create home page tabs, type each address on its own line,
g
= about:blank -
[ Use current ] [ se default ] [ Lise new tab
Startup

Start with tabs from the last session

(@ Start with home page

Tabs

Change how webpages are displayed in tabs.

Browsing history

Delete temparary files, history, cookies, saved passwords, and web
form information,

[¥|Delete browsing histary on exit

ook (s

Appearance
Colors ][ Languages H Fonts ][ Accessibility ]
o J[ concel J[ aoty |

2. Check the option ‘Delete browsing history on exit’.



3. To clear the existing cache, click 'Delete' button.



1.5 Suppressing Caching

You can suppress caching the Internet details. Follow the steps given below:

1. Start Internet Explorer. Go to Tools > Internet Options. Select ‘General’ tab.

Website Data Settings ? *

Temporary Internet Files  History  Caches and databases
Internet Explorer stores copies of webpages, images, and media
for faster viewing later.

Chedk for newer versions of stored pages:
() Ewery time I visit the webpage
ID Ewery time I start Internet Explarer

() Mever

Disk space to use (5-1024MB) a50 L2
(Recommended: 50-250MB)

Current location:
C:WsersisiramakrappData'LocalMicrosoftiWindows\INetCache!,

Move folder. .. View objects View files

Cancel

2. Against ‘Check for newer versions of stored pages’, set the option ‘Automatically’.

3. Click ‘OK’. You will be navigated back to the ‘Internet Options’ screen. Click ‘OK’.



1.6 Settings for Trusted Sites

In order to remove the site from the list of trusted sites, follow the steps given below:

1. Start Internet Explorer. Go to Tools > Internet Options.

Select ‘Security’ tab.
i ™

General | Security |F‘riuaqr I Content | Connections | Programs | Aduanced|

Select a zone to view or change security settings.

@ & v O

Internet Wil \jli=p=q Trusted sites  Restricted
sites

Local intranet

This zone is for all websites that are
found on your intranet,

Security level for this zone
Allowed levels for this zane: Al

Medium-low
- Appropriate for websites on your local network
(intranet)
- Most content will be run without prompting you
- Unsigned ActiveX contrals will not be downloaded
- Same as Medium level without prompts

[ | Enable Protected Mode (requires restarting Internet Explorer)

[ Custom level... ]| Default level |

| Reszet all zones to default level |

ok [ cancel || ooy

2. Click ‘Local Intranet’ zone.



Click ‘Sites’ button. Following screen is displayed:

Use the settngs below 10 define which websites are indluded n

the local intranet 2one,

I Automatically getect intranet network
[l indude ol local (ntranet) sites not ksted in other zones
[l inckude o sites that bypass the proxy server
["lindude o petwork paths (UNCs)

et e ryaet settngs? | Advenced | [ ok ][ caxe |

Uncheck all the options on the screen.

Click on ‘OK’.



1.7 Settings for Pop-up Blocker

You need to configure the pop-up blocker settings for Internet Explorer. Follow the steps given
below:

1. Start Internet Explorer. Go to Tools > Pop-up Blocker > Pop-up Blocker Settings.
Pop-up Blocker Settings ot

Exceptions

Pop-ups are cumently blaocked. You can allow pop-ups from specific
|_ #!|  websites by adding the site to the list below.

Address of website to allow:

[ Add

Allowed stes:

* custhelp.com Bemove

* oracle.com
= oraclecloud com Remove all...
* oraclecorp.com

* oraclevpn.com

Motifications and blocking level:

Play a sound when a pop-up is blocked.
Show Motfication bar when a pop-up is blocked.

Blacking level:

Medium: Block most automatic pop-ups

Leam more about Pop-up Blocker

Close

2. Enter the URL in the field ‘Address of website to allow’.

3. Click ‘Add’ button. The URL will be added to the allowed list. Click ‘Close’ button.



1.8 Browser Behaviour

On clicking List of Values (LOV) button in the application, the cursor is positioned before the ‘%’ symbol
in the query field.

Note:

Do not save the password while login to application. In internet explorer make sure that the below check
boxes are uncheck. Tools > Internet Options > Content > Auto Complete > Settings > Use Auto Complete
For > User names and passwords on forms & Ask me before saving password.
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